
























06042315 - Page 2 of 5

Date Subject Message

02/02/15 PDF Files All PDF files are Fillable PDF Forms. You have to download the file to your computer, fill out the form, save
the form, and upload the form to the "response attachments" section.

If a signature is required you have to fill out the form, print the form, sign the form, scan the form, and
upload the form to the "response attachments" section.

Please review the following and respond where necessary

# Name Note Response

1 Yes - No Disadvantaged/Minority/Women Business Enterprise - No
D/M/WBE (Required by some participating governmental
entities) Vendor certifies that their firm is a D/M/WBE?
Vendor must upload proof of certification to the ”Response
Attachments” D/M/WBE CERTIFICATES section.

2 Yes - No Highly Underutilized Business - HUB (Required by some No
participating governmental entities) Vendor certifies that
their firm is a HUB? Vendor must upload proof of
certification to the ”Response Attachments” HUB
CERTIFICATES section.

3 Yes - No Certification of Residency (Required by the State of Yes
Texas) Company submitting bid is a Texas resident
bidder?

4 Company Residence (City) Vendor's principal place of business is in the city of? Plano

5 Company Residence (State) Vendor's principal place of business is in the state of? TX

6 Felony Conviction Notice: (Required by the State of Texas) My firm is, as outlined on (No Response Required)
PAGE 5 in the Instructions to Bidders document:
(Questions 7 - 9)

7 Yes - No A publicly held corporation; therefore, this reporting No
requirement is not applicable?

8 Yes - No Is not owned or operated by anyone who has been Yes
convicted of a felony?

9 Yes - No Is owned or operated by individual(s) who has/have been No
convicted of a felony? If answer is YES, a detailed
explanation of the name(s) and conviction(s) must be
uploaded to the ”Response Attachments” FELONY
CONVICTION section.

10 Pricing Information: Pricing information section. (Questions 11 - 14) (No Response Required)

11 Yes - No In addition to the typical unit pricing furnished herein, the Yes
Vendor agrees to furnish all current and future products at
prices that are proportionate to Dealer Pricing. If answer is
NO, include a statement detailing how pricing for TIPS
participants would be calculated in the PRICING document
that is uploaded to the ”Response Attachments” PRICING
section.

12 Yes - No Pricing submitted includes the 2% TIPS participation fee? No

13 Yes - No Vendor agrees to remit to TIPS the required 2% Yes
participation fee?

14 Yes - No Additional discounts to TIPS members for bulk quantities Yes
or scope of work?
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15 Start Time Average start time after receipt of customer order is ____ 5
working days?

16 Years Experience Company years experience in this category? 15

17 Yes - No The Vendor can provide services and/or products to all 50 Yes
US States?

18 States Served: If answer is NO to question #17, please list which states
can be served. (Example: AR, OK, TX)

19 Company and/or Product Description: This information will appear on the TIPS website in the CMC is a full service system
company profile section, if awarded a TIPS contract. (Limit integration company providing best
750 characters.) of bread technology and security

goods / services.

20 Resellers: Does the vendor have resellers that it will name under this No
contract? (If applicable, vendor should download the
Reseller/Dealers spreadsheet from the Attachments
section, fill out the form and submit the document in the
”Response Attachments” RESELLERS section.

21 Primary Contact Name Primary Contact Name Scott Broekemeier

22 Primary Contact Title Primary Contact Title Vice President

23 Primary Contact Email Primary Contact Email scott@cmcns.com

24 Primary Contact Phone Primary Contact Phone - Format (xxx) xxx-xxxx 972-203-3400

25 Primary Contact Fax Primary Contact Fax - Format (xxx) xxx-xxxx 972-203-3489

26 Primary Contact Mobile Primary Contact Mobile- Format (xxx) xxx-xxxx 214-535-6535

27 Secondary Contact Name Secondary Contact Name Gary McLaughlin

28 Secondary Contact Title Secondary Contact Title CFO

29 Secondary Contact Email Secondary Contact Email gary@cmcn.com

30 Secondary Contact Phone Secondary Contact Phone - Format (xxx) xxx-xxxx 972-203-3400

31 Secondary Contact Fax Secondary Contact Fax - Format (xxx) xxx-xxxx 972-203-3489

32 Secondary Contact Mobile Secondary Contact Mobile - Format (xxx) xxx-xxxx 214-763-1043

33 2% Contact Name 2% Contact Name Gary McLaughlin

34 2% Contact Email 2% Contact Email gary@cmcns.com

35 2% Contact Phone 2% Contact Phone - Format (xxx) xxx-xxxx 972-203-3489

36 Purchase Order Contact: This person is responsible for receiving Purchase Orders (No Response Required)
from TIPS. (Questions 37 - 39)

37 Purchase Order Contact Name Purchase Order Contact Name Gary McLaughlin

38 Purchase Order Contact Email Purchase Order Contact Email gary@cmcns.com

39 Purchase Order Contact Phone Purchase Order Contact Phone - Format (xxx) xxx-xxxx 972-203-3400

40 Company Website Company Website www.cmcns.com

41 Federal ID Number: Federal ID Number also known as the Employer 47-0899302
Identification Number.

42 Primary Address Primary Address 2700 Research Suite #100
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43 Primary Address City Primary Address City Plano

44 Primary Address State Primary Address State TX

45 Primary Address Zip Primary Address Zip 75074

46 Search Words: Please list search words to be posted in the TIPS Security, Access Control, Cameras,
database about your company that TIPS website users Video Management Systems, NVR,
might search. Words may be product names, DVR, Switches, VMware, Servers,
manufacturers, or other words associated with the SAN, Virtualization, PC's, Data and
category of award. YOU MAY NOT LIST Voice Cabling, WiFi, Wireless,
NON-CATEGORY ITEMS. (Limit 500 words) (Format: Access Points, Audio Video,
product, paper, construction, manufacturer name, etc.) Managed Services, Technical

Support, Servers, Backup and
Recovery, Phones, VoIP.

47 Yes - No Do you wish to be eligible to participate in a TIPS contract Yes
in which a TIPS member utilizes federal funds on contracts
exceeding $100,000? (Non-Construction) (If YES, vendor
should download the Federal Funds Over $100,000
Certification document from the Attachments section, fill
out the form and submit the document in the ”Response
Attachments” FEDERAL FUNDS section.) (Vendor must
also download the Suspension or Debarment Certificate
document from the Attachments section, fill out the form
and submit the document in the ”Response Attachments”
SUSPENSION OR DEBARMENT section.)



Resellers - Dealers

Reseller/Dealer Name Address City State

CMC Network Solutions LLC 2700 Research Suite #100 Plano TX



Zip Contact Name Contact Email Contact Phone

75074 Scott Broekemeier scott@cmcns.com 972-203-3400

mailto:scott@cmcns.com


Contact Fax Company Website

972-203-3489 www.cmcns.com

http://www.cmcns.com/














CONTRACT Signature Form

The undersigned hereby proposes and agrees to furnish goods and/or services in compliance
with the terms, specifications and conditions at the prices quoted unless noted in writing. The
undersigned further certifies that he or she is an authorized agent of the company and has
authority to negotiate and contract for the company named below.

Company Name: C1̂  C MeAcoo-r-*C SD/Î TT 13WT

Mailing Address: 23OO

City:

State: "TSL

Zip:

Telephone Number:

Fax Number:

Email Address:

Authorized Signatures

Printed Name: _ |̂

Position:

This contract is for a total TERM of one year with the option of two additional years. Vendors shall
honor the participation fee for any sales made based on the TIPS contract Failure to pay the fee will
be grounds for termination of contract and will affect the award of future contracts.

TIPS Authorized Signature Date

Approved by Region VIII ESC Date



References

** Must have at least 3 References. References must be School, City, County, University, State Agency or Other Government.

Organization City State Contact Name Contact Phone

Trenton ISD Trenton TX Dr. Even Yeager 903-989-2242

Palmer ISD Palmer TX Stephen Michael 972-845-2112

Hillsboro ISD Hillsboro TX Donald Gordon 254-582-4165



2700 Research Dr 

Suite 100 

Plano, TX 75074 

972.203.3400 p 

972.203.3489 f 

 
 

Warranty Information for Security / Surveillance Systems 

and Services for #06042315 

 

 Hardware/Software: All hardware and software procured from CMC will be warrantied under 

Manufactures Warranty agreement.   

 Services:  Installation services will be free from defect for a period of 1 year. 

 Support Agreements:  Available Upon Request.   

 

 All warranty agreements and delivery of product are contingent against accidents, fires, 

natural disasters, and all other causes beyond our control.  

 

 

 

 

 

  

 

 



 
 

 
 
 
 
 

 
 
 
 

 
 
 
 
 
 
 
 
  

 
 

Security Surveillance and Access Control Guide 
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Welcome to CMC’s Security Surveillance and 
Access Control Overview 

 
CMC has a broad range of network video products and access control solutions. For 
comprehensive product design specifications, or information about our solutions, please 
contact your local CMC sales representative. 
 
 
Pioneering partnerships 
CMC partners with a comprehensive network of surveillance and access control 
solutions. Together with leading technology manufactures, application developers, 
consultants/design institutes, we create surveillance and security solutions that expand 
the user’s potential. 
 
 

Network Cameras  

Watch anything, from anywhere at any time 
 
The video surveillance market is thriving, driven by increased public and private security 
awareness. At the same time, the market is rapidly undergoing a technology shift where 
analog CCTV systems are being replaced by IP network video. With network cameras 
for day and night, indoor and outdoor environments, and features such as wireless, 
vandal protection and megapixel/HDTV resolutions, CMC can offer your organization a 
complete portfolio. Whether you need a professional video surveillance solution or 
access control to secure the safety of people and places, or remotely monitor property 
and facilities, CMC can meet your needs. 
 
Benefits 
 

 Remote access to live and recorded video anywhere at any time, from any authorized computer 

 Digital quality images for perfect viewing 

 Clearer images of moving persons and objects thanks to progressive scan 

 Different viewing and storing needs satisfied by multiple, individually configurable streams 

 Scalable and future-proof, based on open IP standards 

 Ease of integration with other systems, such as access control and point of sales 

 Efficient centralized management and reduced maintenance costs 

 Flexible and cost-efficient large-scale video surveillance solutions 

 Reduced staff work-load through intelligent, automated and reliable event management 

 Backed by the industry’s largest base of video management software solutions 

NETWORK CAMERAS 
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Types of Network Cameras Supported 
and Installed by CMC 

Network cameras for any need 
 
CMC offers a large selection of network cameras, providing high-quality video solutions 
for any professional indoor or outdoor video surveillance application. 
 
 
Fixed network cameras 
A fixed network camera meets a variety of application needs, and its traditional camera 
design adds a deterring effect. The viewing direction is set once the camera is mounted. 
There are several models with a varifocal lens and/or exchangeable lenses for 
increased flexibility. 
 
Fixed dome network cameras 
A fixed dome network camera is a compact camera solution with a dome casing. Its 
main benefit lies in its discreet, non-obtrusive design, as well as in the fact that it is 
difficult to see in which direction the camera is pointing. 
 
PTZ network cameras 
A PTZ network camera offers network video functionality combined with pan/tilt/zoom 
capability. The camera’s movement is easily controlled via a computer connected to the 
network. Depending on the application, the most suitable choice may be a PTZ network 
camera where both movement and viewing direction are visible, a more discreet model 
where all moving parts are inside the casing, or a model with no moving parts. 
 
PTZ dome network cameras 
A PTZ dome network camera provides full flexibility by enabling 360° endless pan, up to 
220° tilt, extensive zooming capabilities and advanced mechanical design for 
continuous camera movement. PTZ domes are ideal for live monitoring, where the user 
actively follows a person or object, as well as unmanned surveillance through the use of 
guard tour, whereby the camera automatically moves between preset positions. 
 
Thermal network cameras 
Thermal network cameras create images based on heat that radiates from any object, 
vehicle or person. The cameras see through complete darkness and deliver images that 
allow operators to detect and act on suspicious activity around the clock in all 
conditions. Thermal network cameras are a perfect complement to any professional IP-
surveillance system. 
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CMC Supported IP Cameras 
 

 3S Vision  
 4XEM 
 Absolutron 
 ACTi 
 Advidia 
 American Dynamics 
 ApproTech  
 Arecont Vision 
 Arlotto 
 Asoni  
 AT Video  
 Avigilon 
 AVS Uriel System 
 Axis 
 Basler  
 Bosch  
 Brickcom  
 Camdeor  
 Canon  
 CBC (AMERICA) 

Corporate  
 Channel Vision  
 Cisco  
 Clairvoyant  
 CNB  
 Cornet Technology  
 Dante  
 DigiOp Black  
 DLink  
 DVTel  
 DynaColor  

 

 EverFocus  
 FlexWATCH  
 FLIR  
 Foscam  
 GadSpot  
 GeoVision  
 Grandstream  
 Hawking  
 Hikvision  
 Hitron  
 HUNT  
 Huviron  
 IDView  
 Infinova  
 Intellinet  
 IPx  
 IQinvision  
 JVC  
 LevelOne  
 Lilin  
 Linksys  
 Lumenera  
 Luxon Video  
 MOBOTIX  
 Moxa  
 Oncam  
 ONVIF  
 OpenEye  
 Panasonic  
 Pelco  

 

 Pixord  
 Planet  
 Prime  
 PSIA  
 Samsung  
 Sanyo  
 Scallop Imaging  
 Sentry 360  
 Sony  
 Speco Technologies  
 StarDot  
 TCLink  
 Toshiba  
 Trendnet  
 Truen  
 Ubiquiti  
 UDP Technology  
 VCenter  
 Verint  
 Video 

Communication 
Systems  

 Video Insight  
 VideoIQ  
 Vivotek  
 Weldex  
 XTS 
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Video Management Software Features include but not limited to: 
 

Recorded 
•Intuitive access to recorded video from any 
camera in system regardless of location 
•Frame-by-Frame or variable playback speeds 
up to 16X 
•View single camera or drag and drop up to 16 
cameras for Synchronized Playback 
•View groups of cameras via drag and drop 
•Slider bar provides quick access to events 
•Digital zoom on all recorded video 
•Save JPEG or print snapshots 
•Synchronized video and audio 
• Instant replay of last 30 seconds of recorded 
video training 
• Create a clip with use of guides marking time 
interval 
•Save clip to local client or server 
•Continuous, motion activated, scheduled, event 
or trigger based recording 
• Record up to 30 FPS or as little as 1 image per 
second, hour or day 
•Record always at 1 FPS and higher frame rate 
on motion or alarm 
•Pre- and Post-motion recording 
•Support for camera and server side motion 
detection 
•Create sensitivity zones in Windows client or 
camera configuration 
•Motion Event logs provide quick review of video 
associated with motion or alarm events 
•View recorded video from archived servers 
•Graphical timeline highlights motion events 
•Smart Search 
•Progressive download speeds for slow-speed 
connection 
•Automatically manages files and disk space 
•Specify maximum retention by camera 
•Panoramic/360 Dewarped support 
•View full aspect ratio of 16:9 or 4:3 
 
Video Export 
•Save JPEG or print snapshots 
•Clips include visible watermark, server based 
date/time stamp and camera name 

•Drag cameras from left navigation tree into 
layout 
•Predefined layouts stored in the database can 
pull cameras from multiple servers, restricted 
by security level 
•Camera touring or Layout sequencing 
•View full aspect ratio of 16:9 or 4:3 
•180° stitched layouts 
•Single, Quad and Panorama views for 360 
cameras 
•Three PTZ control options including on screen 
overlay commands, left navigation control and 
pop-up menu options 
•Cycle PTZ presets, pausing for specified 
interval 
•PTZ control with USB Joysticks 
•Option to lock down non-admin users from 
PTZ controls 
•PTZ Prioritization – Users can be ranked to 
determine who has PTZ operations at a specific 
time 
•Search box allows quick access to any camera 
or server - search by partial name or IP address 
•Save JPEG or print snapshots 
•Push live video pop-up windows to other 
logged in users 
•2Way audio allows operators to interact with 
video 
•Create Covert cameras by removing from 
navigation 
•Pause individual camera for instant 
investigation 
•High Performance option renders video in real 
time 
•Run in Full Screen mode with limited menus 
•Connect up to four monitors per PC 
•Video Wall app supports up to 64 monitors 
•Operators can push video to a Video Wall, 
cycle layouts or view alarms 
•Motion alerts displayed for each camera 
•Option to play sound on motion alarm 
•Launch clients in full screen mode to 
predefined layouts 
•Panoramic/360 Dewarped support 
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•Option to include MD5 checksum watermark in 
each clip, use Standalone Player to validate 
•Recorded video is saved in cameras native or 
MJPEG compression in AVI file 
•Exported clips include audio 

•Public View App displays live images directly 
from camera without connecting to a server 
•Lane Viewer App displays live images along 
with card holder picture and information to 
verify identity 

•Synchronized video export of up to 9 video 
streams in single AVI file 
•Standalone Player with Watermark Validation – 
Review recorded video on any PC while viewing 
thumbnails and using a scroll bar for precise 
investigation - includes option to validate a 
watermark 
 
Live Video 
•Full-featured Windows, Web, and Mobile 
Clients 
•iPhone and iPad app available for free on 
iTunes - Android App scheduled for Fall 2012 
•Mobile App supports live and recorded video 
from any camera, control of PTZs and email 
images 
•Web Client supports IE, Safari, FireFox, Opera 
and Chrome - Active X is optional 
•Macintosh support via Web Client 
• Support for other smartphone devices including 
Blackberry and Windows Phones 
•Client applications require little or no end user  

 

Facility Maps 
•Multi-level mapping provides quick access to 
cameras 
•Mouse over of Camera icons for live video 
pop-up 
•Zoom into maps or navigate between mulitple 
layers 
•Quick access to recorded video from facility 
maps 
•Launch specified facility map on startup 
•View maps from Windows or Web Clients 
•Mouse over Layout icons to switch live 
displays to groups of cameras in the area 
•Easy setup requires JPEG, BMP or GIF 
images and drag and drop camera placement 
of maps, cameras, layouts or doors 
 
Notifications & Automation 
•Pop-up live windows of alarmed cameras 
•Red outline in camera layout on alarm 
conditions 

•View live video from any camera across 
multiple servers 
•Quickly navigate between cameras from any 
server using standard windows explorer tree 
structure 
•Unlimited users can view live video 
•Digital Zoom on any image with mouse click 
•Picture-in-Picture of zoomed area 
•Create customized layouts and layout groups 
•Send JPEG snapshots on an interval or on 
motion 
•Alter operators of camera side Analytic events 
•Using Analytic Tripwire, count people entering 
and exiting facility to keep running total and alert 
if threshold exceeded 
 
Enterprise Functionality 
•Support for unlimited cameras and recording 
servers 

•Play audio file on alarm to alert operator 
•Pop-up window with detailed instructions for 
operator 
•Alarm actions include changing displays, 
execute DIO commands display instant replay, 
push image to video wall, cycle spot monitor, 
move PTZ to presets, change recording options 
and record with audio 
•Email or send Text message of JPEG or AVI 
clip 
•Alerts can be directed to specific users or 
groups 
•Powerful Rules Wizard allows easy 
configuration of an unlimited 
number of automation tasks that allow the 
system to take actions after an event 
•Motion alerts displayed for each camera 
•Option to play a sound on motion alarm 
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•Distributed login to any server prevents single 
point of failure 
•Support for both centralized and distributed 
architectures 
•Use existing SQL Server infrastructures or 
included SQL Express 
•Centralized Management – all camera 
configurations for all servers are done from one 
easy to use setup screen 
•Authenticate users with a Video Insight users 
database or with integration of users and groups 
from Active Director, LDAP or Novell eDirectory 
•Assign individual camera permissions to users 
or groups 
•All system and user settings are stored in SQL 
database 
•Centralized storage of user layouts and 
centrally managed 

Technology 
•Robust scalable design 
•Developed in open technologies including 
Microsoft .Net and SQL Server 
•OS Compatibility 32 and 64-bit versions of 
Windows XP, 7, 2003, and 2008 R2 
•Virtualization support for VMware, Hyper-V 
and Xen 
•Automated failover support 
•Access live and recorded video or control the 
server with .NET SDK 
•Easy integration with 3rd party application via 
the well-defined SQL tables 
•Server Software runs as a Windows Service 
•Clients can connect to a single IP address to 
access the entire system 
•Servers are connected to cameras and clients 
are connected to the servers - Clients do not 

•Automatic Failover 
•Health Monitor – comprehensive monitoring 
and alerting of system status 
•Audit Trail of all user logins and configuration 
changes stored in a SQL database 
•Automatic upgrade of client applications 
•Automatic system backup 
•Complete system performance statistics 
including - Storage, Bandwidth, Resolution, 
Format and Frame Rate 
•Users only see assigned cameras regardless of 
number of servers 
•Export camera and server information in Excel 
format 
•Camera Maintenance logging and tracking 
•.Net-based Software Development Kit 
 
Security 
•Enterprise-wide user management 
•Multi-level security including restriction of setup, 
management, live and recorded viewing, PTZ 
operation, access to layouts, facility maps, rules 
and clip creation 
•Authenticate users with a Video Insight users 
database or with integration of users and groups 
from Active Directory, LDAP or Novell eDirectory 
•Assign individual camera permissions to users 
or groups 

connect directly to cameras 
•Email support for SSL and alternate ports, 
supporting Gmail and Hotmail 
•SSL certificates for secure web client 
transmissions 
•Execute programs or batch files on triggered 
event 
 
Storage 
•Flexible high-speed storage design with no 
limits 
•Support for internal and external storage 
devices including NAS, SAN and iSCSI 
•Support for Pivot3 Cloudbank failover 
architecture and Dell 
EqualLogic iSCSI 
•Integrator support for Veracity Coldstore 
•Intransa Virtual and iSCSI solutions 
•Long Term Storage for recorded video file 
management 
•Move recorded video from single or multiple 
cameras or servers on a schedule basis 
•Option to restrict users from logging in from 
multiple locations 
 
Performance 
•250 two megapixel cameras per operating 
system 
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•Comprehensive log of all changes to system 
•Option to restrict users from logging in from 
multiple locations 
•Limit users to a single login per username 
•Option for inserting MD5 checksum into all 
recorded video files to detect any tampering 
 
Camera Support 
•Deep integration for *1,700 camera models 
from 85 manufacturers   
•Universal camera driver provides support for 
almost all other cameras via ONVIF, RTSP or 
HTTP 
•Advanced camera features from Axis, 
Panasonic, Iqeye, Sony, Sentry 360, Scallop  

•Deep camera integration technology and 
storage architecture allow extreme server 
performance 
•Total camera bandwidth of 600 Mbits/sec 
•Unrestristed number of clients 
•Load balancing 
•High Performance live display mode can show 
up to 36 megapixel images at 30 FPS 
 
Licensing   
•Simple per camera licensing available in single 
camera increments 
•No base or server fees 
•Individual camera MAC address registration is 
not required 

and Immervision 
•Single, Quad and Panorama views for 360 
cameras 
•Resolutions up to 20 Megapixel 
•MJPEG, MPEG4, H.264 Compressions 
•Multicasting support 
•Multistreaming 
•Camera or server side motion detection 
•Support sensitivity and privacy zones 
•Camera auto discovery 
•Centralized camera management 
•Audio inputs and outputs 
•Combine audio and video from two independent 
sources 
•Send live video to Decoders 
•Trigger Digital Inputs and Ouputs 
 
 

•No extra licensing costs for client applications 
•Virtual cameras require only a single license 
•Multi-stream connections only require one 
license 
•Arecont 180° and 360° cameras require only a 
single license 
 
Support Options 
•Lifetime technical support Monday thru 
Saturday 
•Unlimited software updates 
•Remote control applications for unattended 
access  
  
Access Control Integration 
•S2 
•Lenel 
•IMRON 
•RS2 
•DSX 
•Blackboard 
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Let CMC Help Customize Your Solution 

Main Considerations 
 

1.  Define the scene and type of network video products required 
 
Scene: What kind of scene do you want 
to monitor? How important is it? 
This will help you determine the features 
you would like to have in a network 
camera, such as video quality, light 
sensitivity and type of lens. 
 
Lighting conditions: level of indoor 
and/or outdoor light sensitivity 
required. 
CMC offers network cameras for indoor 
use, as well as models for both 
indoor/outdoor conditions. Indoor/ outdoor 
cameras have varifocal lens that 
automatically adjust the lens‘ iris. 
Day/night cameras, which provide color 
images during daytime and black and 
white images during night time are also 
available. 
 
Check details on the network camera‘s 
light sensitivity both in indoor and/or 
outdoor environments. Lighting conditions 
are measured in “lux“. 

Distance from position of camera to 
object being monitored. 
This determines the type of camera and 
type of lens (normal, telephoto, wide-
angle) to use, as well as the placement of 
the camera(s). Choose network cameras 
with fixed focal or varifocal lenses, with or 
without replaceable lenses, according to 
the level of flexibility needed. 
 
Angle of view needed: wide, narrow, 
general or detailed coverage  
(Determine how much of the scene you need to see). 

Network cameras come with fixed angle 
and focus, as well as variable ones that 
allow remote pan/tilt/zoom capability, 
which enables a wider area of coverage. 
 
High or low traffic 
The higher the traffic, the more cameras 
may be needed. 

 
2.  Determine your application needs: 
features,  recording and storage needs 
 

Application:  
Simple remote viewing, intelligent 
surveillance system with advanced event 
management, input/output triggers, audio? 
Viewing and recording needs: 
Determine when and how often you need 
to view and record: day, night and/or 
weekends? Schedule the needs for every 
scene. 
Calculate storage & bandwidth. 

3.  Determine your network needs 
 (LAN/WAN, wireless) 
 
Assess network use of current LAN: what 
are you or the company using it for? 
Assess network use of current WAN links. 
Determine the pattern of congestion levels 
over a given period. Do you need to add 
new equipment to the network, e.g. 
switches, or use existing infrastructure and 
equipment? Do you need to subscribe to 
additional ISPs for redundancy? 
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What is Access Control? 

 
Access control is quite literally about controlling access to your premises, or a specific 
area of your premises. Instead of the old lock and key method, access control secures 
your building electronically. With tokens and readers instead of locks and keys; you say 
who has access, when they have access and where exactly they can have access to.  
 
• Simple 
• Modern 
• Complete control 
• Flexible security 
 
At CMC we help make access control simple. Our access control systems look 
professional but are also really easy to use. Our systems are so user friendly; they 
require minimal training to run and are designed to make life as easy as possible for 
you. They are so convenient; you will wonder why you ever used anything else before. 
 
Why Choose Access Control instead of locks and keys? 
 
• Convenient 
• Economic 
• Modern 
• Secure 
 
Huge bunches of keys are common for some sites, but if the keys get lost imagine how 
many locks would need replacing to make your site secure again. The cost implications 
are huge. With access control, each staff member, or visitor, is issued with one token or 
card to gain access through any door, gate or barrier. They simply present their token at 
a reader and access is permitted or denied, as appropriate. There is no need to change 
locks if someone loses their token. This gives you total confidence that your premises 
stay secure, something that is just not possible with a lock and key system. 
 
Keeping Your Building Secure 
 
•Decrease the risk of opportunist theft 
•Track who was where, and when 
 
The security and safety of your staff and assets is serious business. No one wants to 
think that staff members are at risk while at work and there is no better way to protect 
them than with an intelligent, reliable, access control system. Should an incident or a 
crime take place on your premises, your access control system allows you to isolate 
certain areas and even track who was in a particular area at the time. 
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Access Control from your desk  
 
• All doors are controlled directly from one or more PC's 
• You can instantly update user access levels at the PC 
• Set up zones for areas that only certain users have access to 
• Pinpoint where staff members and visitors are in the building 
• Monitor staff working hours 
 
If you like the sound of access control so far but would like to do more with your system, 
choosing PC based access control will give you even greater benefits. The software is 
designed to be simple and recognizable. Administrators can be fully competent and 
confident in using the software with less than two hours of training! 
 
Central control – managing the system 
 
• Central control from your desk 
• Instant updates 
• Easy to use system 
 
Being able to manage the system from your desk is a major benefit of using an access 
control system with a PC. This convenience will make your job so much easier; you can 
update access permissions at the click of a button. PC based access control is so easy 
to manage; users can be added to, or barred from, the system within seconds. The 
system can control any site, from just one door up to hundreds of doors, with thousands 
of users. 
 
Email and text alerts 
 
Receive a message for: 
 
• A door being forced 
• Someone trying to access a restricted area 
 
A  PC based system can be set up to send an email or a text message to alert you if a 
specific event has occurred. This means you can get instant knowledge of what is 
happening on a site, even if you are not present. 
 
Design your own ID cards 
 
• Card designer program 
• Simple to use 
• Professional finish 
 
A PC based access control system can be used with a card designer package, meaning 
your access cards double up as ID cards. All you need is a card printer! Card designer 
cards look professional and give your business a really smart image. 
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Building Control 
 
Control: 
 
• Lighting 
• Air conditioning 
• Heating 
• Any electrical appliance  
 
Building control and energy savings go hand in hand. It makes sense to ensure that all 
electrical equipment and power is switched off once your building is empty, both 
environmentally and financially. With access control from CMC you can set the system 
to do just this and it is so simple. When the last person leaves at the end of the day the 
power is automatically switched off, you do not have to go round checking each room! 
 
 
Link Your CCTV or IP Camera Software 
 
• Manage just one piece of software  
• Increase security 
 
If you want to extend security beyond door control, you can link your CCTV footage 
directly to your access control system. Once your CCTV and access control are working 
together, you only have  
to manage one piece of software. You can view CCTV images against door events and 
alarm events from within the access control software. Should a barred token be used to 
attempt to gain access to your building, you can see who it was and when and where it 
happened.   
 
 
Link with Your Fire Alarm 
 
• Safe egress from a building 
• Complying with fire regulations 
• Automatically unlocking all fire doors  
• Optimum staff safety 
 
The access control system will also create a roll call report, telling you who was in the 
building when the alarm went off. This is a valuable feature which helps you to identify 
exactly who is safe from harm once the building has been evacuated. Not only does this 
give you peace of mind but should anyone be unaccounted for, you can pass on reliable 
information to the fire brigade when they arrive. 
 
 
 

For More Information about Our Security Surveillance and Access Control Solutions 
Contact Your Local CMC Sales Representative 


